CLIENT ONBOARDING POLICY

              Leo Financial Services Ltd does not provide online trading facility.
The following procedure shall be followed by KYC department while onboarding new Client when opening account.
1. The client should visit the office in-person for opening of the account
2.  All the documents like Id Proof and residence proof will be verified by the employee.
3.  Having verified the proof with original documents same will be returned to the clients.
4. In case of a trading account, Bank details and DP details need to be obtained.
5. All the client’s PAN details shall be verified with the Income-tax site & then the account will be opened as per the name appearing on the PAN card as per the Income Tax department. 
6. On collection of requisite documents and carrying out in-person verification in appropriate format and account is opened and copy of the complete KYC to be handed over and acknowledgement is obtained and preserved for our record. 
7. This will be applicable for all segments including DP.
8. The concerned officer who is carrying out in-person verification should put his signature on the KYC form.
Core components of an onboarding policy :

1. KYC and Customer Identification Program (CIP) 
· Verification: Establishing and verifying the identity of every new client to ensure they are legitimate. 
· Information collection: Firms need to gather four key pieces of client information: 
· Full Name 
· Date of Birth 
· Residential and Office Address 
· Identification details (e.g., PAN card in India, )  
2. Customer Due Diligence (CDD) 
· Risk assessment: After initial verification, assess the client's risk profile based on factors like: 
· Occupation type (e.g., private sector, government) 
· Source of funds and wealth 
· Jurisdiction of residence 
· Ongoing monitoring: This isn't a one-time process. The policy should mandate ongoing monitoring of client accounts to detect and report suspicious transactions, and to update the risk profile as needed. 

3. Enhanced Due Diligence (EDD) 
· High-risk clients: Implement more stringent measures for clients categorized as high-risk, such as: 
· Politically Exposed Persons (PEPs) 
· Non-residents or clients from high-risk jurisdictions 
· Additional scrutiny: EDD involves obtaining extra identification materials and scrutinizing the source of funds. 
4. Required documentation 
· Mandatory documents: For individuals, the policy should require: 
· Self-attested PAN card 
· Aadhaar card or other government-issued photo ID 
· Proof of Address (e.g., utility bill, bank statement) 
· Proof of bank account 
· Other documents: Depending on the client's profile, additional documents may be necessary, such as: 
· Dematerialization (Demat) account opening form 
· Power of Attorney (POA), if applicable 
· Tariff sheet detailing brokerage and other charges 
5. Application and account opening process 
· Submission: The policy must outline the procedure for submitting a completed application form and all required documents. 
· Verification: The compliance team must verify all documents with originals. The policy should specify a procedure for in-person or video-based verification. 
· Agreement: A formal client agreement outlining terms of service, rights, and responsibilities must be signed by both the client and witnesses. 
6. Record keeping 
· Data retention: Maintain all records of client identification, verification, and transactions for a minimum period (e.g., five years) as required by regulators. 
· Security: Ensure records are stored securely to protect against loss or unauthorized access. [

